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     INSTITUTO FEDERAL CEARÁ - IFCE
     CAMPUS AVANÇADO DE ARACATI
     CURSO TÉCNICO EM INFORMÁTICA

PROGRAMA DE UNIDADE DIDÁTICA – PUD
	DISCIPLINA: INSTALAÇÃO E CONFIGURAÇÃO DE REDES

	Código:
	

	Carga Horária:
	40h

	Número de Créditos:
	3

	Código pré-requisito:
	

	Semestre:
	S3

	Nível:
	Técnico

	EMENTA

	Projeto de Redes. Implementação de Redes cliente-servidor. Especificações e configurações de Servidores de redes – Acesso Remoto, Web, DHCP, DNS, FTP, Proxy, Impressão, Samba e E-mail. Administração dos Serviços de Redes. Segurança da informação. Normas e políticas de segurança. Gerência de riscos. Redes sem fio.

	OBJETIVO

	Capacitar   os   alunos  a:
· Elaborar e implementar um projeto de redes.

· Instalar e configurar os principais serviços de redes de computadores.

· Conhecer os mecanismos de segurança de redes de computadores.

· Instalar e configurar redes sem fio.

	PROGRAMA

	1. PROJETO DE REDES DE COMPUTADORES

1.1. Identificação dos Requisitos de Negócio e Objetivos do Projeto

1.2. Projeto Lógico de Redes

1.3. Técnicas e Padrões de Cabeamento Estruturado

1.4. Projeto Físico de Redes

1.5. Teste, Otimização e Documentação do Projeto

2. SERVIÇOS DE REDES DE COMPUTADORES

2.1. Acesso Remoto

2.2. Web

2.3. DHCP

2.4. DNS

2.5. FTP

2.6. Proxy

2.7. Impressão

2.8. Compartilhamento 

2.9. E-mail

3. SEGURANÇA DA INFORMAÇÃO

3.1. Ataques, serviços e controles de segurança

3.2. Criptografia

3.3. Segurança em redes TCP/IP

3.4. Sistemas de proteção: firewall, NAT, Proxy

3.5. Gestão da segurança da informação

4. REDES SEM FIO

4.1. Wi-Fi LAN: Padrão 802.11

4.2. WiMax: Padrão 802.16

4.3. Tecnologias de Rede Sem Fio Pessoal

4.4. Gerenciamento da mobilidade em Redes Wi-Fi

4.5. Implementação de Redes Wi-Fi

5. SEGURANÇA EM REDES SEM FIO

	METODOLOGIA DE ENSINO

	Aulas expositivas dialogadas e mediadas, pesquisa, projetos.

	AVALIAÇÃO

	A avaliação é um processo contínuo, onde os alunos serão avaliados desde a sua participação nas atividades propostas, pontualidade e através de provas teóricas e práticas, participação em sala de aula.
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